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1. Core Principles and Formation Methods of E-Contracts   
• E-contracts, despite their digital nature, remain subject to the fundamental principles of contract law. These 

principles include offer, acceptance, consideration, legal capacity of the parties, intention to create legal 
relations, free consent, and a lawful object and purpose [1]. Several methods facilitate the formation of e-
contracts, each with its own implications for user consent and privacy: 

o Email: Similar to traditional paper-based contracts, an offer and acceptance can be exchanged through 
email communication [2]. This method is particularly useful in business-to-business transactions where 
detailed negotiations may precede the final agreement. However, unlike a physical signed document, emails 
may raise concerns regarding authentication and proof of intent. 

o Website Forms: Many online platforms offer goods or services through pre-defined website forms. 
Completing and submitting an order form signifies the customer's acceptance of the terms and conditions 
set by the platform. While convenient, this approach often presents users with lengthy and complex terms 
and conditions, which they may not thoroughly review before clicking "submit." This lack of informed 
consent can be a significant privacy concern. 

o Online Agreements: To access certain services on a platform, users may be required to agree to online terms 
and conditions. These agreements come in various forms, each with its own level of transparency and user 
control: 

▪ Click-wrap contracts: These ubiquitous agreements require users to click "I Agree" during software 
installation or email signup. Clicking this button signifies their assent to the terms and conditions presented, 
often displayed on a separate screen [3]. However, the ease of clicking "I Agree" without a proper 
understanding of the terms can lead to uninformed consent regarding data collection practices. 

▪ Browse-wrap contracts: With browse-wrap agreements, the terms and conditions are provided through a 
hyperlink on the platform. Clicking a download button, for instance, may be interpreted as the user's 
acceptance of these terms, even though they may not have actively reviewed them [4]. The lack of a clear "I 
Agree" mechanism and the obscurity of the hyperlink raise significant concerns about transparency and 
user awareness. 

▪ Shrink-wrap contracts: These contracts are typically license agreements bundled with software. By breaking 
the seal and using the software, the user is deemed to have accepted the terms and conditions of the license 
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agreement [5]. While less common today, shrink-wrap agreements were prevalent in the era of physical 
software distribution and were notorious for users having little to no bargaining power regarding the terms. 

 
2. Privacy Concerns in the Age of E-Contracts   
The convenience and efficiency of e-contracts come at the cost of potential privacy vulnerabilities. Several key 
issues emerge when examining online privacy in the context of e-contracts: 

• Uninformed Consent: Many users enter into e-contracts unknowingly. Clicking "I Agree" to website terms 
and conditions often happens without a thorough understanding of the agreement's content. These 
agreements may grant online platforms broad rights to collect, use, and disclose a user's personal data, 
encompassing browsing habits, purchase history, location information, and even search queries. The lack of 
transparency in these agreements and the pressure to proceed with a transaction can lead to uninformed 
consent on the part of the user [6]. 

• Data Collection and Sharing: Online platforms collect vast amounts of user data through various means. This 
data can be used for targeted advertising, profiling, and even manipulation of user behavior [7,8]. The extent 
of data collection is often not clearly communicated to users, and many platforms lack transparency regarding 
how this data is used or shared with third parties. This lack of transparency can leave users feeling vulnerable 
and unsure about how their data is being utilized  

• Secondary Use of Data: A significant concern is the potential for online platforms to use personal data for 
purposes beyond those initially disclosed in the terms and conditions. This can lead to targeted advertising, 
profiling, and even manipulation of user behavior [7,8]. For instance, a platform may collect a user's browsing 
history related to travel and then use this data to target them with expensive vacation packages, even if the 
user was only in the initial research phase [9]. 

 
3. The DPDP Act: A Stepping Stone Towards a Balanced Approach   
The Indian context witnessed a significant step towards addressing user privacy concerns with the enactment 
of the Digital Personal Data Protection Act (DPDP Act) in August 2023. The Act establishes a framework for 
regulating the processing of personal data by data fiduciaries, which includes online platforms that collect user 
data through e-contracts. The DPDP Act offers several key provisions that can potentially enhance privacy 
protections in the realm of e-contracts: 
• Consent Framework: The DPDP Act outlines specific requirements for obtaining user consent for the 

collection and processing of personal data [10]. This includes requiring consent to be freely given, specific, 
informed, and unambiguous. This can help address the issue of uninformed consent often associated with 
click-wrap agreements. The Act also mandates that consent be verifiable, meaning platforms must be able to 
demonstrate that a user has indeed consented to data collection practices [10]. 

• Transparency Obligations: The DPDP Act imposes transparency obligations on data fiduciaries. Platforms 
must provide users with clear and easily accessible information about the personal data they collect, the 
purposes for which it is used, and the entities with whom it is shared [11]. This increased transparency can 
empower users to make informed decisions about whether to enter into an e-contract and what level of data 
they are comfortable sharing [11]. 

• Data Minimization Principle: The DPDP Act enshrines the principle of data minimization, requiring data 
fiduciaries to collect only the personal data that is necessary for the specific purpose for which it is intended 
[12]. This can help prevent the excessive collection of user data that is often seen in the current online 
environment [12]. 

• Rights of Data Principals: The Act grants various rights to data principals, which refers to individuals whose 
personal data is being processed. These rights include the right to access and rectify one's personal data, the 
right to restrict or object to its processing, and the right to data portability [13]. Empowering users with these 
rights can give them greater control over their personal information and ensure its accuracy [13]. 

 
4. The Road Ahead: Effective Implementation and Continuous Improvement   
While the DPDP Act offers a promising framework for protecting user privacy in the context of e-contracts, its 
effectiveness hinges on its implementation and enforcement. Here are some key areas for further 
consideration: 
• Building Awareness and Capacity: Public awareness campaigns are crucial to educate users about their rights 

under the DPDP Act. This can empower individuals to understand and exercise their rights regarding data 
access, rectification, and erasure [14]. Additionally, capacity building initiatives for businesses can help them 
comply with the Act's requirements and implement robust data governance practices [14]. 

• Standardization and Guidance: The issuing of clear and concise guidelines by the DPDP Authority can provide 
much-needed direction for businesses navigating the Act's provisions. Standardization in areas like user 
consent mechanisms and data breach notification procedures can streamline compliance efforts and ensure 
consistent application of the law [14]. 

• Effective Enforcement Mechanisms: A robust enforcement regime is essential for ensuring that the DPDP 
Act's provisions are upheld. The DPDP Authority should be adequately resourced and empowered to 
investigate complaints, impose penalties, and order corrective actions in case of violations [14]. 
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• Continuous Evaluation and Improvement: The digital landscape is constantly evolving, and the DPDP Act 

needs to be adaptable to keep pace with these changes. Regular reviews and potential amendments to the Act 
can ensure it remains effective in protecting user privacy in the face of emerging technologies and data 
practices [14]. 

 
Conclusion 

 
E-contracts have revolutionized the way we conduct business online, offering convenience, efficiency, and 
global reach. However, this digital transformation comes at the cost of potential privacy vulnerabilities. While 
the core principles of contract law remain applicable, the ease of clicking "I Agree" often leads to uninformed 
consent regarding data collection practices. 
The enactment of the DPDP Act in India represents a significant step towards mitigating these concerns within 
the realm of e-contracts. The Act's provisions on informed consent, transparency obligations, and data 
minimization can empower users to make informed choices about the data they share when entering into e-
contracts. Additionally, the rights granted to data principals under the Act, such as access, rectification, and 
erasure, can provide them with greater control over their personal information collected through e-commerce 
transactions. 
 
However, the effectiveness of the DPDP Act hinges on its successful implementation and ongoing evaluation. 
Building public awareness about user rights, establishing clear guidelines for businesses regarding e-contract 
terms and data practices, and ensuring robust enforcement mechanisms are all crucial for the Act's success. By 
prioritizing these aspects, India can foster a digital ecosystem where e-contracts continue to drive innovation 
and economic growth while simultaneously upholding the fundamental right to privacy. 
In this way, the DPDP Act can serve as a cornerstone for building trust and transparency in the rapidly evolving 
landscape of e-commerce. However, it is important to acknowledge that the Act is not a silver bullet. Here are 
some additional considerations for future research and development: 
• Global Harmonization: The DPDP Act represents a national framework for data privacy protection. However, 

the global nature of e-commerce necessitates international cooperation and potential harmonization of data 
privacy laws. Future research can explore the challenges and opportunities for creating a more unified 
approach to data privacy across borders [15]. 

• Technological Solutions: Technological advancements can play a crucial role in enhancing user privacy in the 
context of e-contracts [16]. The development of user-friendly tools for managing consent preferences and 
data access requests can empower users and streamline compliance for businesses. Research into privacy-
enhancing technologies, such as anonymization and pseudonymization techniques, can offer additional 
safeguards for user data [17]. 

• Evolving User Attitudes: As users become increasingly aware of privacy issues, their expectations regarding 
data collection practices are likely to continue evolving. Research into user attitudes and preferences can 
inform the development of more user-centric e-contract terms and data governance models [18]. 

 
The interplay between e-contracts and online privacy presents a complex challenge in the digital age. The DPDP 
Act offers a promising step forward in India, but continued efforts are needed to ensure its effective 
implementation and adaptation to the evolving technological landscape. By fostering international 
cooperation, exploring technological solutions, and understanding user attitudes, we can work towards a future 
where e-contracts continue to drive economic growth while respecting the fundamental right to privacy. 
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